Department of Veterans Affairs

Test Evaluation Summary

[image: image1.jpg]



<Month><Year>
Version <#.#>
This template contains a paragraph style called Instructional Text. Text using this paragraph style is designed to assist the reader in completing the document. Text in paragraphs added after this help text is automatically set to the appropriate body text level. For best results and to maintain formatting consistency, use the provided paragraphs styles.
Revision History

	Date
	Version
	Description
	Author

	January 2012
	1.1
	Standardized format
	Process Management

	April 2011
	1.0
	Initial document
	Process Management


Place latest revisions at top of table.

Table of Contents

11.
Introduction

1.1.
Purpose
1
1.2.
Scope
1
1.3.
Definitions, Acronyms and Abbreviations
1
1.4.
References
1
2.
Test Results Summary
2
2.1.
Defect Severity and Priority Levels
2
2.2.
Total Defects by Severity Level
2
2.3.
Defects by Severity Level and Iteration
3
2.4.
Defects by Source and Resolution
3
2.5.
Defects by Resolution and Module
5
2.6.
Defects by Defect Category
6
3.
Test Coverage
6
3.1.
Requirements Covered
6
3.2.
Risks Covered
6
3.3.
Code-based Coverage
7
3.4.
Security Coverage
7
3.5.
Privacy Coverage
7
3.6.
Section 508 Compliance Coverage
7
4.
Suggested Actions
7
5.
Appendix A: Defect Severity and Priority Definitions
8
6.
Appendix B: Optional Tables, Charts, and Graphs
10
6.1.
Defect Source (TOP 5)
10
6.2.
Defect Status
10
6.3.
Aging of Open Defects
10



1. Introduction

Provide an overview of the Test Evaluation Summary by specifying the purpose, scope, definitions, acronyms, abbreviations, and references and for this Test Evaluation Summary.

1.1. Purpose

Specify the purpose of this Test Evaluation Summary.

The purpose of this Test Evaluation Summary for the <complete lifecycle, specific-phase> of the software is to:

· Present a summary analysis of the key test results and key measures of test for review and assessment by designated stakeholders
· Provide a general statement of the relative quality of the system under test
· Make recommendations for future testing efforts
This Test Evaluation Summary also supports the following objectives specified in the <name> Test Plan:

· Identify the items that should be targeted by the tests
· Identify the motivation for and ideas behind the test areas to be covered
· Outline the testing approach that will be used
· Identify the required resources and provides an estimate of the test efforts
· List the deliverable elements of the test project
1.2. Scope

Provide a brief description of the scope of this Test Evaluation Summary; what Project(s) it is associated with, and anything else that is affected or influenced by this document.

1.3. Definitions, Acronyms and Abbreviations

List the Definitions, Acronyms and Abbreviations relevant to the Test Evaluation Summary and this testing project. Enter the appropriate Definitions, Acronyms and Abbreviations into this section of the Test Evaluation Summary. Additional definitions that support testing activities are available in the OIT Master Glossary.

1.4.  References

Provide a complete list of all documents referenced elsewhere in the Test Evaluation Summary. Identify each document by its title, date, and publishing organization. Specify the sources from which the references can be obtained. This information may be provided by reference to an appendix or to another document.

2. Test Results Summary 

Briefly summarize the result of the test. This section may include a high-level summary of total defects entered for the project, the source of the defects if more than one team has entered defects, and the resolution of each defect – fixed, deferred, works as designed, etc. The five graphs and tables specified below may be used as a minimum set of results. However, you are welcome to add and delete graphs and tables according to the needs of the testing effort. See Appendix A for additional optional graphs and charts.

2.1. Defect Severity and Priority Levels 
A defect is defined as a flaw in a component or system that can cause the component or system to fail to perform its required function, e.g. an incorrect statement or data definition. A defect, if encountered during execution, may cause a failure of the component or system.

Defects are categorized according to severity and priority levels: The Test Analyst assigns the severity, while the Development Manager assigns the priority for repair. For more information, see Appendix A – Defect Severity and Priority Definition in this Test Evaluation Summary.

2.2. Total Defects by Severity Level

Report or display the total number of defects by Severity Level. The Severity Levels are critical, high, medium, and low. Delete the sample pie chart below and insert test results.


[image: image2.emf]Defects by Severity Levels

8 19

30

41

Critical High Medium Low


2.3. Defects by Severity Level and Iteration

Report or display the total number of defects by Severity Level and Iteration.
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2.4. Defects by Source and Resolution

Report or display the total number of defects by Source and Resolution.
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Sample Data Table
	
	Internal
	Test site
	Other
	Totals
	% Of Identified

	Functions As Designed
	21
	35
	16
	72
	12

	Could Not Reproduce
	13
	7
	5
	25
	4

	Duplicate
	7
	3
	2
	12
	2

	Fixed
	193
	117
	33
	343
	55

	Deferred
	53
	55
	25
	133
	22

	Entered In Error
	11
	8
	0
	19
	3

	Setup/Environment
	4
	9
	0
	13
	2

	Total Identified
	302
	234
	81
	617
	100


2.5. Defects by Resolution and Module
Report or display the total number of defects by Resolution and Module in following table format.

	Module
	Reported
	Functions As Designed
	Entered In Error
	Setup
	Duplicate
	Could Not Reproduce
	Fixed
	Deferred
	Candidate For Fix
	% Fixed

	Module Name
	
	
	
	
	
	
	
	
	
	

	Orders
	
	
	
	
	
	
	
	
	
	

	Meds
	
	
	
	
	
	
	
	
	
	

	Other
	
	
	
	
	
	
	
	
	
	

	Allergies
	
	
	
	
	
	
	
	
	
	

	IMO
	
	
	
	
	
	
	
	
	
	

	Notes
	
	
	
	
	
	
	
	
	
	

	Consults
	
	
	
	
	
	
	
	
	
	

	Module Name
	
	
	
	
	
	
	
	
	
	

	Totals
	
	
	
	
	
	
	
	
	
	


2.6. Defects by Defect Category

Report or display the total number of defects by defect category. The defect categories are Configuration Management (CM), Coding (CO), Documentation Content (DC), Documentation Presentation (DP), Integration Agreement (IA), Performance (PE), Requirements (RE), Traceability (TR), Test Plan (TP), and Test Case (TC).
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3.  Test Coverage

Report how the requirements identified in the Requirements Traceability Matrix (RTM, have been met. Include metrics showing percentages of requirements tested, supporting documentation, and the results.

3.1. Requirements Covered

Report or display the total number of requirements and the percentage of requirements covered to this point by executed tests.

3.2. Risks Covered

Report or display the total number of risks and the percentage of risks covered to this point by executed tests.

3.3. Code-based Coverage

Report the effectiveness of the testing as it relates to modules tested. If a code-coverage tool is used, include the LOC coverage percentages generated by the tool. If LOC coverage metrics are not available, at a minimum a summary of modules tested should be included instead. This can be a limited to summary of defects by module, or each module can be broken out with separate tables and graphs if requested by program management.

3.4. Security Coverage

Report or display the total number of security controls and the percentage of security controls covered to this point by executed tests.

3.5. Privacy Coverage

Report or display the total number of Privacy requirements and the percentage of Privacy requirements covered to this point by executed tests.

3.6. Section 508 Compliance Coverage
Report or display the total number of Section 508 Compliance requirements and the percentage of Section 508 Compliance requirements covered to this point by executed tests. Report 508 defects found during User Functionality Test to the Section 508 Program Office. For more information, contact at Section508@va.gov.

4. Suggested Actions

State any suggested actions based upon an evaluation of the test results and key measures of test. Document problems found during the <lifecycle, phase, or iteration> for a project that negatively impacted testing coverage, along with recommendations for improvement.

5. Appendix A: Defect Severity and Priority Definitions

The classification of defects within a system examines both the severity and priority of the defect. Severity is a measure of how great the impact is on the user’s ability to complete the documented actions within the system. On the other hand, priority determines the speed with which a given defect must be repaired. Defect classification may be determined either because testing is delayed by a failure in the system or a cumbersome workaround prevents a user from completing their assigned tasks. Both severity and priority measures must be recorded when scheduling defect resolution tasks.

Defect Severity Level

Severity Level 1 – Critical

IEEE definition: The defect results in the failure of the complete software system, of a subsystem, or of a software unit (program or module) within the system.
· Any defect that compromises patient safety or system security, (examples of system security defects include breach of confidentiality requirements of the Privacy Act, the Health Insurance Portability and Accountability Act (HIPAA), or Federal Tax Information guidelines)
· Loss of system functionality critical to user operations with no suitable workaround. (i.e., there is no way to achieve the expected results using the application.)

· System crash or hang that prevents further testing or operation of the complete application or a section of the application
· Any defect that causes corruption of data from a result of the system (as opposed to user error)
· Any defect in which inappropriate transmissions are consistently generated or appropriate transmissions of HL7 messages fail to be generated
· Loss of functionality resulting in erroneous eligibility/enrollment determinations or communications not being sent
Severity Level 2 - High 

[IEEE definition: The defect results in the failure of the complete software system, of a subsystem, or of a software unit (program or module) within the system.] There is no way to make the failed component(s) function. However, there are acceptable processing alternatives which will yield the desired result.
· A major defect in the functionality which does not result in corruption of data
· A major defect in the functionality resulting in a failure of all or part of the application, where: 
· The expected results can temporarily be achieved by alternate means. The customer indicates the work around is acceptable for the short term
· Any defect that does not conform to Section 508 standards

· Any defect that results in inaccurate or missing requirements

· Any defect that results in invalid authentication  or authentication of an invalid end user

Severity Level 3 - Medium 

IEEE definition: The defect does not result in a failure, but causes the system to produce incorrect, incomplete, or inconsistent results, or the defect impairs the systems usability.
· Minor functionality is not working as intended and a workaround exists but is not suitable for long term use
· The inability of a valid user to access the system consistent with granted privileges

· Typographical or grammatical errors in the application, including installation guides, user guides, training manuals, design documents, etc.

· Any defect producing cryptic, incorrect or inappropriate error messages

· Any defect that results from the use of non-standard data terminology in the application or documentation, as defined by the Department of Veterans Affairs 

· Cosmetic issues that are important to the integrity of the product, but do not result in data entry and or data quality problems

Severity Level 4 - Low 

IEEE definition: The defect does not cause a failure, does not impair usability, and the desired processing results are easily obtained by working around the defect.
· Minor loss of or defect in the functionality where a long term use exists.

· Low level cosmetic issues

Priority Classifications

Priority 1- Resolve Immediately

Further development and/or testing cannot occur until the defect has been repaired. The system cannot be used until the repair has been affected. (IEEE definition)
Priority 2 - Give High Attention

The defect must be resolved as soon as possible because it is impairing development and/or testing activities. System use will be severely affected until the defect is fixed. (IEEE definition)
Priority 3 - Normal Queue

The defect should be resolved in the normal course of development activities. It can wait until a new build or version is created. (IEEE definition)
Priority 4 - Low Priority

The defect is an irritant which should be repaired but which can be repaired after more serious defects have been fixed. (IEEE definition)
6. Appendix B: Optional Tables, Charts, and Graphs

6.1. Defect Source (TOP 5)

The Defect Source (Top 5) graph displays the number of defects discovered by component.
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6.2. Defect Status

The Defect Status chart displays the number of defects by state.
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6.3. Aging of Open Defects

The Aging of Open Defects displays the time required to fix defects.
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DFCT by Source & Res

		

				Internal		Test site		Other		Totals		% Of Identified

		Functions As Designed		21		35		16		72

		Could Not Reproduce		13		7		5		25

		Duplicate		7		3		2		12

		Fixed		193		117		33		343

		Deferred		53		55		25		133

		Entered In Error		11		8		0		19

		Setup/Environment		4		9		0		13

		Total  Identified		302		234		81		617
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