Initial Operating Capability Site Evaluation Defect Log Instructions

Defects found during IOC Evaluation execution may be recorded either manually or by using a defect management repository tool.  The  Initial Operating Capability Site Evaluation Defect Log is a tool for recording, analyzing, tracking, and closing defects.
Supply the “appropriate level of detail” when recording a defect. Simply put, supply enough information for the developer to find, recreate and repair the defect. Specify the screen, field, behavior and actual result that occurred. Include a screen capture, when possible.
General Information: 

1. Project Name:  The name assigned to the project.

2. Project ID:  The ID number for the project.

3. System Name: The name of the system under test.

4. System Version: The version number for the system under test.

5. Patch #: The identifier assigned to the patch.

6. Recorder: The person responsible for submitting, tracking, and closing defects in the IOC Site Evaluation Defect Log.

7. Test Category: Nature of the testing performed. Place an X in the space provided beside the appropriate category.

Defect Information:

8. Defect ID:  A unique, sequential number used to identify the defect.

9. Test Case ID:  The reference number of the specific test case or test script.

10. Description: A brief description of the problem.

11. Reported by: The name of the person who discovered the defect.

12. Date Reported:  The date the defect was reported.

13. Severity: The classification of defects within a system examines both the severity and priority of the defect. Severity is a measure of how great the impact is on the user’s ability to complete the documented actions within the system.
Severity Level 1 – Critical

[IEEE definition: The defect results in the failure of the complete software system, of a subsystem, or of a software unit (program or module) within the system.]

· Any defect that compromises patient safety or system security, (examples of system security defects include breech of confidentiality requirements of the Privacy Act, HIPAA or Federal Tax Information guidelines); 

· Loss of system functionality critical to user operations with no suitable workaround.  (i.e. there is no way to achieve the expected results using the application.)

· System crash or hang that prevents further testing or operation of the complete application or a section of the application.

· Any defect that causes corruption of data from a result of the system (as opposed to user error).

· Any defect in which inappropriate transmissions are consistently generated or appropriate transmissions of HL7 messages fail to be generated.

· Loss of functionality resulting in erroneous eligibility/enrollment determinations or communications not being sent.

Severity Level 2 - High 

[IEEE definition: The defect results in the failure of the complete software system, of a subsystem, or of a software unit (program or module) within the system.]

· A major defect in the functionality which does not result in corruption of data.

· A major defect in the functionality resulting in a failure of all or part of the application, where the expected results can temporarily be achieved by alternate means. The customer indicates the work around is acceptable for the short term.

· Any defect that does not conform to Section 508 standards

· Any defect that results in inaccurate or missing requirements

· Any defect that results in invalid authentication  or authentication of an invalid end user

Severity Level 3 - Medium 

[IEEE definition: The defect does not result in a failure, but causes the system to produce incorrect, incomplete, or inconsistent results, or the defect impairs the systems usability.]

· Minor functionality is not working as intended and a workaround exists but is not suitable for long term use.

· The inability of a valid user to access the system consistent with granted privileges

· Typographical or grammatical errors in the application, including installation guides, user guides, training manuals, design documents, etc.

· Any defect producing cryptic, incorrect or inappropriate error messages

· Any defect that results from the use of non-standard data terminology in the application or documentation, as defined by the Department of Veterans Affairs 

· Cosmetic issues that are important to the integrity of the product, but do not result in data entry and or data quality problems

Severity Level 4 - Low 

[IEEE definition: The defect does not cause a failure, does not impair usability, and the desired processing results are easily obtained by working around the defect.]

· Minor loss of or defect in the functionality where a long term use exists.

· Low level cosmetic issues

14. Defect Codes: CM=Configuration Management, CO=Coding, CS=Coding Standards, DC=Documentation Content, DE=Design, DP=Documentation Presentation, IA=Integration Agreement, PE=Performance, RE=Requirements, TR=Traceability, EP=Evaluation Plan. See the Detailed Defect Report Instructions for defect code definitions.

15. Status: A state through which a defect passes from identification to closure.
16. Resolution: The resolution is the solution identified for the defect. There are four possible solutions: duplicate, enhancement request, fixed, fixed indirectly, and functions as designed. If needed, the description field can be used to record comments on the nature of the resolution.

17. Date Resolved: Date the defect is resolved.
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<Please delete sample log prior to use.>
Sample Initial Operaating Capability Site Evaluation Defect Log

	1. Project Name
	Bar Code Medication Administration
	2. Project ID
	XXXX

	3. System Name
	Bar Code Medication Administration
	4. System Version # 
	3.0

	5. Patch # 
	N/A
	6. Recorder
	Alan Allenby

	7. Test Category
	 FORMCHECKBOX 
 IOC Testing
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	1.
	3.1.4.4.3
	BCMA failed to confirm administered dose and accurately document the selected fractional dose.

ReqPro reference: SPEC 18-29
	HH
	04/12/03
	High
	RSD
	Open
	Work around exists.
	

	2.
	3.1.4.1.1
	Patient Transfer notification sent and changes to the VDL’s last action column occurred. Expected result – no notification and no changes.

ReqPro reference: SPEC 03-17

	BW
	04/12/03
	Critical
	RSD
	Open
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