PROJECT PLANNING CHECKLIST

PROJECT NAME

Service:  

Project Name:  

Technical Project Manager:  
Phone Number:  


E-mail Address:  
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Project Sponsor:  
Phone Number:  


E-mail Address:  

Contact Person:  
Phone Number:  


E-mail Address:  

Original Submission Date:  

Revision Date:  

Revision Number:  

Project Start Date:  

Project Implementation Date:  

Project Sponsor Signature:  ______________________________

The Project Checklist will assist in assuring that essential project activities have been planned.

	1. 
Project Objective
	No
	Yes
	Notes/Reference/Other

	a.
Are the project’s objectives and goals verifiable, defined, and stated?
	
	
	

	b.
Is this project strategically aligned with departmental missions, goals, and objectives?
	
	
	

	c. 
Have business or program practices and procedures been re-engineered before or as part of the implementation of the system or technology?
	
	
	

	2. 
Project Sponsorship
	No
	Yes
	Notes/Reference/Other

	a.
Will senior managers be involved with this project on a regular basis?
	
	
	

	b.
Has the project sponsor been identified?
	
	
	

	c.
Will the project sponsor participate in this project on a regular and ongoing basis?
	
	
	

	d.
Has the sponsoring service participated in the development of the project management and organization documentation, including the work plan?
	
	
	

	3. 
Project Technology
	No
	Yes
	Notes/Reference/Other

	a.
Has application architecture been developed and documented?
	
	
	

	b.
Does the technology make use of the technical physical and applications development infrastructure?
	
	
	

	c.
Have Accessibility Guidelines been included in all application architecture considerations?
	
	
	

	d.
Has commercial off-the-shelf software (COTS), Local transfers, or turnkey systems been considered as part of the business solution (package acquisition)?
	
	
	

	e.
Are common business applications services that are required by the system being provided by the VA’s technical infrastructure?
	
	
	

	f.
Are new business applications services being developed by this project that are common to other systems going to be added to the technical infrastructure?
	
	
	

	4. 
Project Management and Organization
	No
	Yes
	Notes/Reference/Other

	a. Has the project been entered in the Project Repository (TSPR)? 
	
	
	

	b.  Will the project adhere to a formal software development life cycle methodology (SDLC)?
	
	
	

	c.
Does the project have a supporting schedule, work plan, and work packages incorporating major phases, tasks, due dates, responsibilities, deliverables, and time and effort estimates?
	
	
	

	d.
Has an Activity Network Diagram been prepared so that interdependent activities and essential timetables are known?
	
	
	


	4. 
Project Management and Organization (Cont’d)
	No
	Yes
	Notes/Reference/Other

	e.
Has a formal project organization structure and management process (including regular progress reporting and communication among team members, other internal/external stakeholders, sponsors, and all oversight bodies) been developed?
	
	
	

	f.
Have clear responsibilities and reporting relations been indicated on the project organization chart in the work plan?
	
	
	

	g.
Have personnel resource needs been determined by identifying skill and experience requirements and work effort estimates?
	
	
	

	h.
Are the necessary skills and experiences available or are training times included in the project work plan?
	
	
	

	i.
Has a change management process been developed and agreed upon by all participants?
	
	
	

	j.
Does the project work plan include provisions and time for data conversion, user training, and software documentation preparation?
	
	
	

	k.
Does the project work plan include the development of resource requirements such as computing, data storage, and communications needs?
	
	
	

	l.
Have estimates been developed for project work efforts?
	
	
	

	5. 
Project Risk Profile
	No
	Yes
	Notes/Reference/Other

	a.
Have major project risk factors been identified and documented? (Risk factors may include: size; organizational structure; number of parties involved; availability of adequate funds; technical complexity; length of schedule; knowledge of technology being used; experience of project management team; skills of staff; volatility of business requirements; experience with tools being employed; data conversion and other implementation complexities; flexibility in schedule; number of interfaces within and outside of project team control; etc.).
	
	
	

	b.
Has each major risk factor been analyzed to determine its potential adverse impact on the project and probability of occurrence?
	
	
	

	c.
Have steps or factors for mitigating the risks been identified, documented, and incorporated in project plans and activities?
	
	
	

	d.
Has a formal risk identification, tracking, and mitigation process been identified?
	
	
	

	e.
Have procedures been developed to monitor continuously the major risk factors, so they can be managed as the project progresses?
	
	
	


	6. 
Certification and Accreditation Process
	No
	Yes
	Notes/Reference/Other

	a.   Contact Certification and Accreditation Security Engineering (CASE) Team Lead for assignment of a Security Engineer (SE) by sending an email via Outlook to the mail group LeadSecurityEngineer@va.gov. This should be done prior to the Kick-Off meeting. 
	
	
	

	b.  Complete the SMART System Inventory Checklist
	
	
	

	c.  With the assistance of the Project SE complete the Security Plan Template
	
	
	

	d.  With the assistance of the Project SE complete the Contingency Plan Template
	
	
	

	e   Assist the SE in conducting a Security Risk Assessment
	
	
	

	f.   Review and mitigate the risks and vulnerabilities identified in “e” above where required
	
	
	

	g.  Schedule the Security Controls Assessment (SCA)
	
	
	

	h.  Conduct SCA testing and generate the Plan Of Action and Milestones (POA&M) as required
	
	
	

	i.   Complete POA&M actions as required
	
	
	

	j.   Submit Completed C&A artifacts to the SMART system and request an ATO 
	
	
	

	7. 
Project Testing
	No
	Yes
	Notes/Reference/Other

	a.
Are all technical requirements testable?
	
	
	

	b.
Will all functional requirements be tested?
	
	
	

	c.
Will all test cases be traceable to functional requirements?
	
	
	

	d.
Has a formal project test plan - including unit, integration, system, performance, stress (application and infrastructure), regression, and user functionality tests been developed?
	
	
	

	e.
Will the testing process (including test cases) be automated?
	
	
	

	f.
Have acceptance criteria been established?
	
	
	

	g.
Will the system be tested in the test lab?
	
	
	

	8. 
Project Training
	No
	Yes
	Notes/Reference/Other

	a.
Is there a formal education and training plan or does the project work plan include the time and resources for the development of this plan?
	
	
	

	b.
Does the formal education and training plan identify the curricula, delivery mechanisms, and audiences (e.g., senior management, project staff and end users), or are there tasks in the project work plan to address these?
	
	
	

	c. Are automated aids and resources being used to support training needs for project staff and users?
	
	
	

	9. 
Project Support and Logistics
	No
	Yes
	Notes/Reference/Other

	a.
Have time and effort been allocated in the project work plan for acquiring, configuring, and learning the support tools?
	
	
	

	b.
Has the project work plan been adjusted for staff training time for the support tools?
	
	
	

	c.
Have the needs for subject matter experts been identified, and are those requirements reflected in the project work plan?
	
	
	

	d.
Have the needs for other logistical items (such as workspace, workstations, LAN support, telephones, development and testing environments, etc.) been determined?
	
	
	

	e.
Does the project work plan accommodate the time required to acquire, install, and become competent with the necessary logistical items?
	
	
	

	f.
Will automated aids be used for supporting data conversion, user training and system documentation?
	
	
	

	g.
Does the project work plan include time and work efforts for coordinating with organizations providing shared services and other departments involved in the system or technology?
	
	
	


	10. 
Project Tracking and Oversight
	No
	Yes
	Notes/Reference/Other

	a.
Has a formal quality plan identifying quality goals and defect prevention activities been developed?
	
	
	

	b.
Have detailed practices and techniques (such as design reviews, code inspections, etc.) been determined for identifying and correcting defects as early as possible in the implementation process?
	
	
	

	c.
Have checkpoints for Independent Verification and Validation been identified?
	
	
	


<Review Type> Review Findings Summary Instructions

A Review Findings Summary is a tool created to document and track anomalies and issues identified during reviews.

The Review Findings Summary contains the following information:

	Item
	Definition

	Review Type
	Peer Review or Formal Review

	Artifact
	The category of the artifact under review, such as: Requirements Specification Document, Software Design Document, Prototype, Code, Documentation (Release Notes, User Manual, Technical Manual, Installation Guide, Security Guide), Patch Description (if released through National Patch Module), Test Plans, and Test Package.

	Author
	The person who created the work product under review.

	Project
	The official project name.

	Application
	The name of the software application to which this work product pertains.

	Version
	The version number of the software application pertinent to this work product.

	Patch
	If the software is to be released via the National Patch Module, enter the patch number.

	Date Review Started
	The date of the review meeting.

	Date Review Closed
	The date all anomalies, issues and action items are closed. 

	Identifier 
	A unique identifier that permits identification and sorting; suggested Project acronym + sequential number (i.e., SUR0001)

	Anomaly Category
	CM=Configuration Management, CO=Coding, CS=Coding Standards, DC=Documentation Content, DE=Design, DP=Documentation Presentation, IA=Integration Agreement, PE=Performance, SP=Specification, TR=Traceability, TP=Test Plan, TS=Test Script

	Anomaly or Issue 
	Items identified and described during the review.

	Resolution
	The solution for the identified anomaly.

	Date Resolved
	The date an issue was resolved and the Review Team agrees it was resolved correctly.

	Status
	The various states through which an anomaly passes on the way to resolution and closure. The anomaly states are:

· Submitted – when an item is logged and reported for repair.

· Assigned – when an item is assigned for repair.

· Opened – when an anomaly is assigned for correction.

· Deleted – when an item is originally reported as an anomaly, but later deleted because the item is either a duplicate or not an anomaly.

· Resolved - when an anomaly is corrected and sent for review or verification.

· Re-Opened – when an anomaly is closed and then reopened for modification.

· Returned - when an anomaly is reviewed, verified as "incorrect", and returned to author.

· Verified - when an anomaly is reviewed and verified as "correct".

· Closed - when an anomaly is successfully reviewed and closed with a resolution and resolution date.

· Deferred - when an anomaly is designated for correction at a later date.

· Duplicated – when an item is assessed to be a duplicate of a prior record.

· Escalated – when an item requires evaluation by management.

Note: The statuses listed above reflect the use of Rational ClearQuest for anomaly tracking. Manual tracking may use a simplified list of statuses.

	Impact
	The classification of anomalies according to their potential damage to the software, systems, patient, personnel or operating systems. They are classified in three levels:

· High Impact - an error or absence of functionality that may severely jeopardize patient or personnel safety; adversely impacts all users; represents a significant value or cost; is governed by Congressional mandate; affects either a large database or critical data; requires Food and Drug Administration (FDA) certification/approval; affects Veterans Integrated Service Network (VISN) issues; or negatively impacts the interdependence of applications.
· Medium Impact - an error or absence of functionality that adversely affects the safety of veteran issues or users of large applications, i.e., Pharmacy, Lab, etc.; represents a high value or cost; sponsored or initiated by the National Program Office; or negatively impacts essential operational or business processing.
· Low Impact - an error or absence of functionality that may cause operator/user inconvenience and minimally affects operational functionality.


<Review Type> Review Findings Summary

	Artifact:  
	Author:  
	Project:  
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	Version:  
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	Project acronym-number


	Anomaly Category
	Anomaly or Issue 
	Date Resolved
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	Anomaly or Issue:

Location:

Resolution:
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